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SUBJECT!  Prosecutive Summary

Attached hereto is a copy of a draft of the
prosecutive swmmary. (Corrections are being made).

- As you will see, it contains some detailed information
which might otherwise be unnecessary, but because
Mr. Civiletti does not have a background in this area,
the report has been expanded to fill him in ana give him
a perspective. .

.
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It goes without saying you should make any changes you
wish, and if it is not acceptable at all, let me know.
Also, if you need the underlying report let me know.
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SUMMARY OF TASK FORCE AREPORT ON INQUIRY INTO CIA-RELATED
ELECTRONIC SURVEILLANCE ACTIVITIES DISCLOSED IN
ROCKEFELLER COMMISSION REPORT

-

Preface
As a result of information received from sources indicating

that the Central Intelligence Agency (CIA) may have violated

the laws regulating electronic surveillance, President Ford

of the investi;ation. The final report confirmed the

existence of alﬁumber of questionable surveillances, and that
prompted the Ag%orney General to establish a task force to.
inve;tigate the Commission's findings and to detérmine whether
there were any Fther Qquestionable electronic surveillances which
might-hgve been{conducted.

The investigation (including the ‘Commission's discoveries)
uncoveréd 23'diffe;ent categories.ofvqueséionable activitiesr
however, of that group, only eight merit futher
discﬁsSion, for five are barregd from prosecution by the statute

of limitations, ang Seven clearly possess " no Prosecutive

potential,

1/ "The Report to the President by the Commission on CIa
Activities Within the United States.®

-
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The following is a summary of the task force's report, a'
copy.of'wﬂéch iélattached hereto. rThis Summary is divided into
four parts: (1) a review of the applicable Presidential
power and other purported sources of authority; (2)va brief
review of Federal laws in this area; (3) a description of the
eiéht operations, including a discussion of the Primary defenses

kthat would probably be asserted;‘/and (4) the task force's

‘Prosecutive conclusions.—

or by a lack of any meaningful prosecutive merit will also be
discussed briefly. : :

_/A word of explanation at the outset concerning the approach
of this Summary is also in order. ,

While a Summary usually recounts in a brief form the
original, underlying document, the nature and breadth of this
investigation made the use of that method impossible here. There
were 23 different activities investigated, some of which spanned
decades. 'In addition, there are many statutes, directives,
orders, and policies = - as well as legqgal pPrinciples -~ which
had to be considered. A discussion of all of these would have
required that the summary be rather lengthy. On the other hand,
any effort to summarize all of these matters in a brief fashion
would have done an injustice to the thoroughness of the
investigation as well as an iniurv to the intearity of the report.

For these reasons, the format of the following summary is
Somewhat different.

reached the basic conclusion it dig - - that no prosecutions

are warranted - -~ it was decided that a review-by-analogy approach --
would be the best method to employ. Thus, a couple of the more
pProminent authorities and pervasive activities were selected

as being representative, and they were discussed in greater

detail. Then, the Principles ang problems they presented were
analogized to the remainder of the activities. :

or something important was either not stressed or (worse yet) left '
out. Still, brevity, necessity, and our main goal mandated the choice
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Thé_Rockéfeller Commission Report and the task force
investigation revealeé that at least three agencies—/ had
conducted a variety of electronic surveillances over the past
thirty some odd years in the name of national security.) To
whatever éxtent they claimed the power to do so,nthe agencies
pointed to the Office of the Preéident as the main repository”
of their power, and they asserted by way of a genefal defense that
varioué directives and pronouncements from that Office gave
them the power to do what they did.

| This position required the task force to invégéigate not only
the agencies' activities but the authority they relied upon -- the
Presidential power to authorize a NSESJ/ program and any directives,
orders, or pronouncements that may have issued from that Office
delegating that power. In addition, the task force had to review
the two wiretap statutes 13 U.S.C. 2511 and 47 U.5.C. §605.
In order to understand the in;erplay among these elements,

and particularly how they impact on the activity involved in

this investigation, it might be helpful to review the evolution

—-—

'/ The Central Intelligence Agency, the National Security Agency,
and the Federal Bureau of Investigation. Because the FBI halted
its participation in most, if not all, of these activities prior
to the running of the statute of limitations, it was not an cobject
of this investigation. '

\

./ A national security electronic surveillance.
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Of the primary penumbra which covers whatevefr power exists in

the area-—- the Presidential power -- ang then look at origin |

and the scope of the two wiretap statuﬁes, especially as they relat,
to the exercise of éhe Presidential power.

A

Development of the PreSLdentlal
National Security pPower

As éommander-in-chief and as the cChief Executive
responsible for coordinating the Nation's defense efforts, the
President has, quite expectedly, a number.of so=called national
éecurity bowers. One of those is the power to authorize a NSEs.
Unfortunétely, this power did not spring full grown from one
source, such as the Constitution; rather, it started with an
idea anq grew steadily, over the better
part of four decades. Aas we shall see, from the day of its
inception, the bower was never clearly described and, more
impoftantly, its breadth seemed at times virtually open-ended,

As a result, it quite naturally spawned in the minds of some the

idea that the rubric cf national security ensured the legality

of their actlons.
* * *

‘The entire wiretap problem started quite by accident when

a little over a century ago (1875) the Nation's first telephone
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call was made. Interestlngly, it may have bees monitored, albeit
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consensually, and 51nce then, surveillance of other telephone

conversations has become a considerable problem

Today, there are three ways under Federal law that one can

——. ey ey

legally wiretap a communication: (1) by obtaining the consent

of one of the parties; (2) by obtaining court authorlzatlon, ‘
and (3) by having the Attorney General, acting for the Pre51dent,
authorize it as a national securlty surveillance. This is the

; type of tap involved here. Thus, the development of this

J national security power is helpful in understanding why the

agencies did what they did, and what they would assert as a

defense il their employees were prosecuted,
* Tk *

Partly in response to the concerns of civil libertarians

that too many phone calls were being monitored, Attorney General

;]

b

]
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;

é as the Bureau of Investlgatlon from engaging in any w1retapp1ng

% for any reason. Soon thereafter a new component, the Prohlbltlon
E

1

Unit, was transferred to the Department and became a new Bureau.

- Because the nature of its Wwork required that the Bureau engaged in

el Ly i,

_/"Mr. Watson, come here; I want you."
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wiretapping, then Attorney General Mitchell found himself

facing the potential inconsistency of one Burean
being pennitted to tap while theﬁother was not, After
reviewing tne matter fully,*Generel Mitchell took the
first of six significant steps toward our present policy when
he decided for the first time to permit the Federal gov:rnment
to conduet wiretapping, albeit on a very limited scale:—/enly
the telepnonesof syndicated bootleggers could be tapped. ”
Within a year, General Mitchell found it necessary to
expand the scope of permissible wiretapping to include
"ekceptional cases where the crimes are substantial ang serious,
the neceesity is great, ang [the Assistant Attorney General is]
satisfied that the persons whose wires 'are to be tapped are

" B
of the criminal type.® L4

-For nine years thereafter, the Department'sg policy remaineg
relatively unchanged. Then, on Merch 15, 1940, in response to a
temporary public outcry against the practice, Attorney General
Jacksor reinstated the original,. total prohlbitlon against all

wiretapping. @His order was short-lived for two months later

.

Z/ Thus, Attorney General Mitchell was the first to "authorize"
wiretapping-of American citizens; unfortunately, his namesake =

many years later, John N. Mitchell, is usually (and quite
mistakenly) given that dubious honor ..

8/Mhenevar tations are set forth they represent the totali of the
ﬁnxmmnaaugﬁfnrmchul tgnlnt: oeéa Egnaun uuthermngy £ the
reader with the unusual bread vagueness (by today’s standards) is
well founded.
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President Roosevelt took the second (agd unqdéstionably

the most important) step when,tin @ memorandum to the Attorney
General, he expressed his opinion that electronic surveillance
wéuld be proper where "grave matters involving the defense of‘
the Nation" were involved. Now, the Department's wiretapping

policy included, although rather cryptically, surveillarice

. . i
for national security purposes.—/

|

By now, the clouds of war began to appear on the e

-

horizon, and lafe in 1941 the D e Partment!'s
e
i .
policy underwent another significant change: We began to
. ] ’ -

recognize "Presidential authorization([s] for the 1ntercepting
|
of foreign messages and matters dealing with espionage, sabotage
: ’ f
- . P . .
and subversive activitieg, " (Emphasis supplied.)* The
. / "

significance of this change was doubly importants: First, the source

of the bower was, for the first time, specifically .declared to
repose in the Office of the President, and second, the basig
of the powef — national security =- began té sharpen in focus,
Because of the significance of these changes, we should bause
and review in a little more detail the recorded basis for these

changes.

-/ Along with announcing the newly discovered power, the

- President also implieq that ° " it reposed in his Office by

transferring it to the Attorney General and saying he was authorized
to approve "listening devices [directed at] persons Suspected of

subversive activities , , . including suspected spies,®
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The new description of the President's pgower was

contained in'a"memorandum from Director Hoover to the
Attorney General, in addition to which he said: "The
President indicateg [té the Director] that as Commander in
Chief of the army and navy, under the National Emergency, he
believed that he had the authority to authorize such’
[surveil}anqes]." Then, curiously, the Director
questioned the President's decision by suggesting that it
would be "highly desirable that some definite decisions be
made by the Department of Justice relative to the legality of

the [wiretapping activity],»

.

As a result of that request, Solicitor General Fahy was
directeq to look ihto the matter, after '‘@ing so he concluded that.
surveillance could be qonducted where the matter. "affected
the ﬁational security."  Based in part on this recommendation,
Attorney ngeral Biddle concluded that certain surveillances
he had previously authorized the Bureay to c5nduct would be

permitted to continue if "they have developed evidence of

_/ Perhaps the Suggestion was not really unusual in light
of Director Hoover's strong dislike for wiretapping._
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vsolely for intelligence gathering purposes, rather tﬁan for
gathe;iﬁé evidence for a trial.

Although it is not entirely clear why, it seems this
intelligence  gathering rationale was developed during this
period in an effort to reconcile the Department's wiretapping
policy with a troublesome proscription in what was then the..
only wi;etap.statute.-/

Under §605, . it was illegal to intercept and
divulge the contents of a wire or radio communication. Thus,
the results could not be used at trial. But there was a problem.
The past descriptions of the national security powér said it could
be exercised to gather information about espionage, sabotage
and the 1ike; all of which are crimes. If the évidence could
not be used at trial, what was the reason for gathering it?
The only answer was, of course, ﬁhe one Director Hoover mentioned --
intelligence purposes. ’

The first time Director Hoover mentioned the idea, he said:
“the first consideration in any intelligence operation is that
of acquiring information to enable the Executive branch of the

government [l} to take preventive measures against outbreaks

/ 47 U.S.C. §605, discussed infra.

10 : \
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of violence or [2] to control espionage on tﬁg part of
subversiVés."—/

Two years later; the Director said: "The FBI has an
intelligence function in connéction with internal security
matters equally as important as the duty of d;veloping
evidence , . . . [Flor the FBI to fulfil its important
intelligence function, considerations of internél security

and the ﬁational safety are Paramount and, therefore, may

compel the unrestricted use_/[of such surveillances].

(Emphasis supplied.)

During this period in which Director Hoover was claiming

; 'unrestricted use," NSA was created. Its "enabling statute"

i'which was really not a statute but a Presidential Directive

g(called NSCID #9),—/contained the following Provisions:

/Later, as we shall discuss, these two bases were to be expanded,
Included in a new wiretap statute (18 vu.s.cC. §2511(3)) and

_/There is no recorded disclaimer of this idea in the
Department's records.

/These will be discussed in more detail later.
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The special nature of [NSES] activities

requires that they be treated in all respects
as being outside the framework of other or general
Intelligence activities, Orders, directives,
policies, or recommendations of any authority
of the Executive branch relating to the
collection * * % shall not be applicable to
[such] activities, unless specifically so stated
and issued by competent departmental or agency
authority represented on the Board. Other
National Security Council Intelligence Directives
to the Director of Central Intelligence ang
related implementing directives issued by the
Director of Central Intelligence shall be
construed as non-applicable to [such activities,
unless the National Security Council has made

/ its directive specifically applicable to COMINT.

Thus, NSA was born in a period of "unrestricted use" and its

birth certificate (which was, by the way, top seé;ét) saigd it

did not have to follow the limitations in the NSES area that

limited otﬁer agencies unless it was expressly directed to do so.
" For the next decade, the intelligence-g;thering idea

simmered..' until President Johnson issued an Order

making thé next significant chanée in the bPepartment's pelicy.

On June 30, 1965, he sent 2 memorandum to all Executive

Departments and agencies severely limiting electronic

-/-During thi; period Attorney General Xennédy directed
that existing wiretapping procedures and practices "are
continued in force."®

t-

£
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surveillance by the Executive Branch in the. future. However,
after stating that surveillance "may sometimes be essential
in protecting our national security," he expressly directed

that this type of surveillance was not prohibited by the

order, but rather limited its use solely to cases in which
/

the national $ecurity is at stake."—/

Two years;later, on June 16, 1967, Attorney General Clark

. |
issued a similar memorandum, but he too expressly excluded its
i i

: 1
limitations from applying to "investigations directly related
to the protection of the national security." —

By now, tﬁe pressure for a new wiretap statute.forced Congress
to act, and ié precipitated the £fifth major change in
the Department's policy when it passed a new wiretapping
1aw. 18 U.S.C. §25 0, et seg. (Title III'of the
Omnibus Crime Control and Safe Streets Act of l968.)

The only existing wiretap ségtute prior to that time was
47 U.S.C. §605, and for a number of years after that Act was
passed?jéhe Department had repeatedly sought (and invited)
legislation from Congress which would both permit wiretapping

and"allow the use of the results or fruits of such surveil-

lan;e dt trial, but Congress, .however, declined to act. By 1967,

/ Nothing was said about NSA.
_/ Ibid. : h

_/ 1934, 13
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though, a consensus was gradually reached in Congress that
additional legislation was necessary; and as a‘result, it
enacted Title III.

Although the new Act established procedures whereby a
warrant could be obtained for conducting certain kinds of
electronic surveillance, our concern here is limiteq primarily

to one Section, §2511(3). Because this part of the new statute

1wWill be discussed in greater detail later, it will not be

zrecounted verbatim here now, but it is important to point out

for now that that Section expressly exempted the President's
power from the coverage of the provisions of Title III.
Late in the fall of 1970, the Supreme Court forced the
last major change when it held that in the Reith case that the
=2&lth
President did not have any power to authorize a NSES for domestic
purposes.—/of course, its decision three years earlier in Katz v,

United States, 389 v.s. 347, in which it held that ali wiretapping

was subject to fourth amendment limitations, was a factor, both
in the enactment of Title IIT and in its approach to later cases,.
Keith, however, has a more direct relationship to the Commission's

investigation and this report.

Southern'Division, the Honorable Damon J,. Keith, 444 F. 24 651
(éth Cir.,197l), aff'd, 407 U.S. 297 (1972).

&
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This, ﬁhen, is how the Presidential power té authorize
an NSES came hbdht,”/and as we have seen, it was expressly
exercised in at least one way = ~ by giving the Attorney General
the power to permit the Bufeau to engage in NSES activity.
. It was also exercised in another important way -~ - by
directives and orders, the President, gave two members of the
intelligence community the power to conduct certain NSES

programs. Thus, a brief(er) review of those are in order.

_/There have been other equally significant changes in the
power since Keith, especially its description and guidelines,
but our- concérn Here is limited to the scope of the power as it
existed when the acts discussed herein were committeqd.

]
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A .
“"Major Operations™”

A number of the activities the task force investigated
involved programs which spanned many years and which tended to
ebb and flow over the period. And, more often than not, the

: " program. lacked a specific directive, order, or statutory basis;
instead, its authority was a combination of elements. For our
purposes here, we will select one such program (perhaps the
most pervasive), trace its development, and then explain why
a prosecution would be inappropriate. We believe the same
ptincipels which dictated that conclusion appl& as well to the
other programs which will be discussed, but much more briefly.

"SHAMROCK" was one of the most pervasive programs the

/ .

4 task force éiscovered, spanning over 30 years; like so many things
that grow to massive proportiocns, however, "SHAMROCK" started

very innocently.

(footnote continued from page ) . 7
In addition to these, the task force discovered a second
category of activity , which, though questionable, was non-
prosecutable. For example, NSA and CIA engaged in a number of
support activities which helped wiretapping programs. They
obtained telephone toll records, ——— ;

’i i_: “\"‘—Ai'

NS . . supplied the D.C. Police
Department and the Secret Serv1ce with wiretapping equipment,
supplied an office to assist in a program to review domestic
telegram traffic, and recruited agents and introduced others to
them (agency representatives and personnel provided to assist
their communication carriers). All of these activities, while
relating to other various wiretapping programs, did not themselves
involve intercepting communications; thus, they clearly did not

-violate the wiretap statutes.
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. and Germény,

Faced with the ever-increasing threats pPosed by Japan

Director Hoover started working with the Department

On a proposed executive order to permit the Program, but

before the Order could be finalizedq, Pearl Harbor

Congress, acting with uncharacteristic swiftness,

intervened.

enacted what was latgr to be called the Censorship law, and

on December 22, 1941, the Solicitor General told the Bureau

that the pProposed Executive Order would no longer be nééessary, -
for the newly created Office of cénsorship would have full

authority over international communications, and the FBI could

' obtain any that it needed from that Office in the future,

While all ihis was occurring, though, the Bd;eau was
moving ahead. Very soon after December 7, the Bureau was
Téquested by the State Department to ask the appropriate cable
companies to hold up the transmissions of messages to certain

countries for 24 hours, and then to make copies of the cables

availéble for review. The Tequests were made and suprisingly,

vet understandably, the companies readily agreed. The Attorney
General was promptly advised,thereby putting the Department

on notice the pProgram had begun.

———

/cont'd
“cooperate, but this time they did so expressly on the ground

of the companjes
14, many years

As we shall see, this was a continuing concern
and, unfortunately, their initial instinets wou
later, prove to be correct. :

-
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Once again, as in 1940, the cable companies' survival
instincts- were aroused, but this time they were in z different
position: they were already supplying the cable copies,
Nevertheless, their concern soon mounted, prompting them to seek
assurances that the "federal government [could] guarantee to (sig)
commercial communication companies against criminal liabilities
resulting from these companies furnishing to the Army certain
: -/
documents and traffic."

Twice == in 1947 ang again in 1949 — +the companies were given
the assurances they sought. Of more than passing interest, though,
wWas something else than Secretary Forrestal said to a group of
executives of IT&T and RCA:

- « . While it was always difficult for

. any member of the Government to attempt to
commit his Successor, he could assure the
gentlemen present that if the present practices
were continued the Government would take whatever

steps were possible to see to it that the
companies involved would be protected.

/ For some unexplained reason, no mention was made of the
companie s' practice of supplying copies to the Bureau.

/ Initially, Secretary of Defense Forrestal told the group he
was speaking for President Truman in commending them for their

the national security. Two years later, on May 18, 1949,
Secretary of Defense Johnson met with officials of the same
companies and stated that President Truman, Attorney General
Tom Clark, and he endorsed the Forrestal statement and would
provide them with a guarantee against any criminal action which

might arise from their assistance. Former Secretary of Defense
Laird, as late as 1973 when the program was halted, saig " SHAMROCK"

was also tacitly endorsed by him. . .
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Healso said that, so long as the present Attorney General was

in office, ke could give assurances that the Department of
Justice would also do all in its power to give the companies
full protection. In an effor: to clarify this latter point,
a company official inquired if Mr. Forrestal was speaking
not only for the Office of the Secretary of Defense, but also
in the name of the President of the United States. Mr. Forrestal
replied that that was correct.
Two years later essentially the same representatiogs

were made, however, the memorandum reflectipg that fact had

"an interesting pair of handwritten notes, one saying, "OK'd.

by the President and Tom Clark,"” and signed by Louis Johnson,
and the other initialed as approved, "T.C.C.," presumably
meaning then Attorney General Tom Clark.

Tﬂough Congress repealed the Censorship law, it
recognized the need of the President to get advise in certain
domestic, foreign, and military aréas, particulafly as they

relate to national security matters, so in response to that

. need, Congress enacted a law which established the National

Security Council (NSC). Five years later, in 1952, the President

signed a directive which created the Natiomal Security Agency; the

functions assigned to it included responsibility for "SHAMROCK" .




pur the Lotter part of the next two decades, the Bureau
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y. "t "_; clesely with the newly-created Agency, becoming a

et \;cc“i\”-' between the Agency and the companies for the
[ 22 o T s

freiye sas Of pioking up cable traffic. Then, for reasons not
¢ momeat here, the Bureau withdrew its participation in the
jopram i 1373, and in May of 1975, "SHAMROCK" was halted
sntlrely when the Agency also stopped the practice,

uSen X3A first assumedl responsibility for the "SHAMROCK"
syatatlicn in 1952, the practice and the procedures had already
beet established for more than a decade. -Those procedures
;‘«crﬁu'ud NSA employees access to all diplomatic ;éésages
s'-mdlad by the RCA, ITT, and Western Union offices located
& Saw “\‘crk City and Washington, D. C., as well as the RCA
LR B g o!ficés in San Franéisco. RCA provided Nsa employees

eitk diplicateg (drop copies) of all intgmational messages,

Vus requiring ysa employees to visually screen and select

¥ diplomatie messages for microfilming on NSA-owned machines

etad on 4}, RCA premises. Western Union and ITT (starting

b4 1%Y), want further, providing NSA agents with a daily

b tila of diplomatic messages which had already been
tesitad o And photographed by company employees on NSA-

S g .
Ha, Machines. fThe investigation also shows that Nsa

'-‘“‘ ‘
TS veyy given ac

cess to all perforated Paper tape copies of
¢

440 enge
Ml Messages transmitted by RCA and possibly from ITT.
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/NSA started to select out other
international Messages containing the names of persons on
: -/
what was called the watch lists. ______j
Statutes
Though it would seem that the companies, the FBI,

and NSA violated clauses one angd three of §605, there

for this Fctivity, including the following possibie defenses:

(1} Prior Presidents and Attorneys General hag
notice of and, in at least one case, appeared
to approve the Operation;

(2) 7Two Secretaries of Defense had tried to give the
; companies immunity;

(3) Clause one of §605 permits companies to disclose
' information "upon demand of lawful authority;" 7

—/ This was a list of names maintained by NSA for other
investigative agencies of persons about whom the agencies wanted
investigative information, usually for domestic security
reasons. This use of this 1ist continued until 1973 when

~= copies of telegrams ang magnetic tapes containing electrical
impulses. Accord, Smith v, Nunker, 356 p. Supp. 44 (p.c. Ohio, 1972

~/ A few vears ago, a United States attorney asked the Department .
what that exemption encompassed, and in reply we said the term
"embraces any state or federal agency authorized by state or

federal law to demand, by subpoena or otherwise, the production of
books, records, papers, or other documents, " (Emphasis supplied.)

While the statute speaks in terms of a "demand, " the requests to

the companies here wers, at most, patriotic pleas plus artin
(footnote continued) ! ¢ Pat. P P P g
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(4) There wasne divulgence outside the
Executive Branch, so there was no
divulgence within the meaning of §605;

T Y
1

(5) A use which benefits the Government is

j not the type of "use" contemplated by the
i statute;

(6) It is not illegal to "ask" a company to
. give out copies of cables. If the
company complies, it may be violating the
statute but the recipient woulgd not; and

(7) The putative defendants acted in good faith,
~ 'and they lacked the necessary intept to
prove a violation of the law.

In addition to these problems, there are a number of

P

other reasons which militate against prosécution.

.First, as is clear from a review of a evolution of the
President's power from its inception, the true scope of the
President's power (with which the Bureau and the Agency were

familar) was unknown. Ang although by today's standards

the power was virtually open ended, "SHAMROCK" would have

fitted quite easily, then within its Parameters, especially

dd A

in 1941 when the Program started. That, coupled with the

SN

notice tb the Attorney General could lead ore to believe

he had accepted it under the President's NSES power.

_/ (footnote cont'd) , ' '
Promises of protection. Still there is a question whether
the agencies could be said to come within the demand part;
- moreover, this defense could only be advanced by the companies,
not the Agencies. iy -




.
e e
"

Seé&hd, i% would bhe singularly unfair to carve out’
for prosecution those who carried out the program the last
three years it was in éxistence when they had no reason to
question the legality of a Program that had gone on for 30
years. _

. Thirg, although it is not directly controliling here, the
directive whlch created NSA and gave it certain powers to
collect lnformatlon expressly provided that because of the

i

spec1al nature of their work, pProhibitions contained in

"orders, dlrect%ves, pPolicies. . . of the Executive Branch
relating to the!collection - + « of intelligence + « . shall
not be appllcable to [such] activities, unless specifically
5O stated. ., . L" Thus, agency employees could very easily
have concluded Lhat if there was a Prohibition to the program,
it did not apply to them (Throughout all of this, it is also
important to keep in mind that the potential defendants are
all laymen and, as we have seen, the law in this area is
complex.)

Fourth, Congress, by funding this program.undoubtedly
had scme understandlng of its existence. We_alsoc know
that various Presidents and cabinet officers knew of the

Program but did nothing to halt it thereby Permitting

agency personnel to believe it had Executive approval.
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Fifth assuming it could be shown that ; President impliedly
authorized the program, and assuming he had the power to do so,
Section 2511(3) would'exempt the program from either wiretap
statute coverage. - Finally, even if the statute (§605) applies
all of these reasons indicate the potential defen@ants acted in
good faith sufficient to negate the criminal intent.

'For ali oﬁ these reasons, the task force recommends against
prosecution of power and agency personnel for operation "SHAMROCK"

As noted earlier, other programs will be discussed briefly.
While each employed different means of sﬁ;veilladce, presenting
different problems dnder'§605 and/or §2511, they’share ﬁany
common defenseé. More important, the basic question involved —-
whether it is just to prosecute individuals for these activities -
remain; the same.

. * * * .

NSA had two other programs that fall within the "Majbr!\j7
Operation" group == MINERET and |

MINERET was started in Juiy of 1969, and it formalized
the agency's practice of collecting information for the Secret
Service and the FBI about people in whom they had an interest.
(e.9., civil disturbance and national security information).

MINERET gathered intelligénce from a variety of communication

)

programs involving both aural and non-aural communications. Some

—/
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"of the input for this program came from operation "SHAMROCK",

but other than that, the MINERET input came from communications
that had at least one terminal in a foreign country. (The
interceptions occurred both from within and without the
United States.z

In mid71970,-MINERET was enlarged to include checking to
see if any intelligence concerning na rcotic trafflcklng was

picked up lncldentally as a by-product of its work. Later, it

included the use of a watch list B

The task force recommends against prosecutlon for a number

of reasons.
First, the Attorney General decided in 1971 that electronic
surveillance to obtain intelligence concerning potentia}l

domestic violence was within the President's nationa) security
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bower. Second, as late as November of 1975; the Attorney
Genenal'éuggested to the Senate Select Committee that it was
arguable there was no reason for péople to expect privacy if
their communications are tmnsmitted by radio; therefore,

the Fourth Amendment would not apply. .(This conclusion would

include the wiretap statutes as well.) These positions kould

‘undoubtedly be asserted as a defense to any prosecution.: In

addition, there is the problem of the TOP SECRET order concerning
NSA mentioned earlier, and which suggested they were not under

the same prohibitions as other members of'the community. On

that point, the Senate Select Committee concludeé in a fecent
report that there were no existing statutes which controlled, -~
limited, or defined the intelligence activities of the NSA;

that no statute or executlve order prohibits NSA from monitoring

a telephcne circuit with one terminal in the United States; and
that there is no statute which prohibits the watch list program.-/

So, 8s with “SHAMROCK" an argument could be made that ;

violated at least ome if not both of the
wiretap statutes; however, any prosecution would have to over-
oome 21l of these problems, and the prospects of that seem very

slim. For these reasons, the task force recommends against

prosecution of any agency personnel for MINERET m’actlv:m:e

/ S. Rep, No. 94-755, S4th Ccong., 2nd Sess., Book pPp. 736,
756, 761 (1976).

W T il
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The-finai "major operution® involves a bProgram first
hamed NARCOG, ) |

In October 1969 the President, deeply €oncerned with 3
number of serious problems arising from international narcoticsg
traffic, established the White House Task Force on Heroin
Suppression, and c1a was directed by the President o provide
the task force.with assistance{;;é CIA office of Narcotics
Coordinator was established (ang later reorganized under the
Dame of NARCOG) to provide‘representation of ciA on the

working group, liaison with other agencies, ang intelligence

Teports and studies concerning the Principal aregzs of task

force concern

mand then a review to see if any by-product of the

NSES activity involved drugs., 1In addition, c1a engaged in othe{_j

Overseas interceptions specifically condacted to gather inter-
national Narcotics intelligence. '
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'[:éﬁgn overseas CIA -stations inadvertenti& acquired

informéﬁion concerning the narcotics trafficking activities

of U.S, citizens as the result of electronic surveillance,

the local CIA official would reportedly surrender the

information to his local BNDD counterpart and take steps

to insure that no further collection cn the U.S. citizen 0ccurre§:1

The task fofce believes a prosecution for NARCOG would be

inappropriate in light of the problems which arise bécause of

the implied Pres;dential authorization which caused the activities

to start. In addition, neither NSA nor CIA conducted any

specific suryeillance of American citizens specifically to meet

its responsibility under NARCOG; the only information supplied

was Lnformatlon gathered from intelligence collected for other

purposes' in short, it was by=-product lnformatxon.z:kTo

whatever extent CIA wiretapped, 1t was (with one exception

discussed next) done totally outside the country, and it

did not involve this Nation's communication system, and

therefore it did not violate the wiretap statuteslij For these

reasons, the task force reccmﬁends against prosecution.

“Minor Operations® {

ran for a four month period during 1972-73

!

during which the cIA intercepted (by radio) certain radio
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telephone comnunications between this countfy and Latin ’7

A e T U

America (the surveillance was directed against a foreign

i target) for the purposes of gathering narcotics information.

—

There are, as we discussed earlier, a number of directives

! The interceptions occurrzg within t%is country,

author121ng CIA to gather intelligence information ang those,
coapled with the President's insistence that the agency

i K
contrlbute to the maximum extent possible ang "mobilize lts

full resources to fight the international drug trade.
i
!

could be canstrued by some to be tantamount to Pre51dent1al
f

authorization under §2511(3) In addition, it was during this
time that the P“e51dent considered Rarcotics control g3 matter
of rorelgn pollcy. He said it was imperative to halt the

flow of drugs; that drugs were §.ﬁenace to the ‘general welfare

of the country, that the drug flght was one of the most important,

the most urgent national priorities; ang that keeping drugs

3
:E out of the country was as important as keeping the enemy from
g entering.
; Congress has also Tecognized the need for such intelligence
1 and the general Propriety of utilizing CIA ang NSA to obtain it,
at least to the extent it provided for the funding of such
' brograms and received reports of the results, e.qg., budéet

N WY

i reguests.

5
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they do-act to cloud the issue considerably so the chances of a

conviction are considerably slim,

!
y

j

i

]

j

L]
4, -

i While these factors do not bar a prosecution as such,
i

:

i

]

t

{

i

|

Also of importance here is the fact that the program was

conducted pursuant to the agency's guidelines and approved by

S B
e )

"
e,

i

its general counsel. For these reasons, the agency personnel

TR

P

N,

could be said to have acted in good faith which, if true, woulgd

oy

~
Ad.)

tend to frustrate any chance of proving the requisite criminal

P

intent.

2 AsadlLlds

Accordingly, the tas! force recommends against prosecution.

»
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The chance of a successful prosecution_are not very good
for an importént element, criminal intent, would be difficult

to prove, and there are serious questions whether the

temporary-interception-and-destruction Practice woulgd satisfy

the "divulgence" or "usen elements of 605,
For all of these reasons the task force recommends
against prosecution for these testing Practices. -

CONCLUS ION

specific cases. Rather, it attempted to provideAEhe important
legal and factual detail one should consider in determining
whether ingquiry into any specific activities should be
terminated for lack of prosecutive potential or whether

further investigation should be pursued, e.g., by grand

jury.
The task force récommends that all further inquiry be

terminated, for there appears to be little likelihood, if any,

developed.
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Sources of Authority Other Thanp The Presidential Power

-~

v s Al e

While no specific authorization or exemption permitted
some of the CIA and Nsa intelligence act1v1t1es involving
1nterceptlons of communlcatlons otherwise Proscribed by

- §2511 and /or §605, a number of factors == in addltlon to

have been lawful. Included are the historial Purposes of,

1

and subsequent directives given to, the Agencies; the
interrelation between their national security function and -

the criminal justice function of the other federal agencies

with whom they worked; the broad powers conferred upon them
by statute‘ and the express or implied approval given by various
off1c1;;s.

The National Security Council and the CIA were established

pursuant to the National Security act of 1947, 50 u.s.c. §401,

i et seq.. Under that Act, NSC's pPrimary function is to advise
] the President with respect to the integration of domestic,

. foreign, and military policies relatlng to the national
% security so as to enable the military services and the other
departments and agencies of the government to cooperate more
effectlvely in matters 1nvolv1ng the national security. 5p U.s.cC.
§402, Its membership 1ncludes, among others, the President,

the Vice President, and the Secretarles of State ang Defense,

L]
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CIA also finds support for its 1ntelllgence gatherlng
activities from NSCID 5, _Wwhich, since 1958, has delegated

primary responsibility to the CIA for cladestine activities

abroad "in order to meet the needs of all departments and

agencies concerned in connection with the national security.”
This authorization, along with the CIA's more general power
under s403(d)(4) to "perform ... such additional services

of common concern as the National Security Council determines

|
can be more effectively accomplished centrally" explains the

i
1

Agency s view that such actions were authorized. <

In a slmllar fashLOn, NSA draws support for its
act1v1t1es from NSCID 6, which has pProvided, at least since
1958, for NSA to provide “smﬂghl intelligence” for all
intelligence agenc1es. "Signal intelligence” as defined
thc;eiq, is inéelligence.produced by the study of foreign
communications.;_To implement this NSCID, and to insure
that it is involved only in “fcrcign" communications, NSA's

long-standing policy has been to intercept a communication

only if it has at least one-terminal outside the United States.

/It should also be reiterated that NSCIDS exempted CIA and |

NSA from restrictions pPublicly placed upon intelligence
act1v1t;es.

.
»
B
V-

H




‘*

.
— e e e

- . .. v e e L LR Lt Ll : . e .
et e = s . C m———— s e @i o e bimemlOin ey 6 e a s cedindfaa¥al T O e e g et dash At g

In addition to those direct sources of authorization,

other statutes and actions reasonably. Suggest that CIA and NSA were

not covered by the stricture

of §2511 or §€05.

L & i

Another good example is in the area of narcotics

intelligence gathering. 1In addition to the sources of authority

already discussed, the Federal Narcotics and Drug Abuse

TR T DR T . VY

Act of 1973, 5 U.S.C. §901 et Seqg., acknowledges that both

CIA and NSA have functions relating to the collection of

R

information concerning trafficking in narcotics and .dangerous

drugs. And here, as in other areas, presidential memoranda

I RS R TR

élosely'linked‘national Problems like narcotics with the
.y _
national. security. This too, ‘according to the Agencies,

caused them to believe their.éctions were within the law.

P B R S

’
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Finaliy; there are a number of other events from whlch
NSA and CIA derive Support - - or at least approval - -
for their surveillance activities.

In July of 1973, wWilliam Colby testified before the
Senate Armed Services Committee on his nomination to become
DCl. In response to a Question specifically addressed
to whether CIA was then engaged in assisting law enforcement
aéencies in addition to the FBI, Coiby replied in the affirmative,
stating that CIA routinely disseminated its foreign intelligence
reports to such agencies as the Drug Enforcement Administration,
the Immigration and Naturalization Servico, the Customs
Service, the Secret Sefvice, and the Armed Services. Since
thexglwas little doubt that a least some of CIAa's lnformatlon
was governed by electronic surveillance, the Agency regards
the lack of congressional objection as tacit approval of such
disseoination.

More direct approvai by the Executive Branch is provided
by a February 3, 1971, NsaA memorandum in which NSA officials
described separate briefings two aays earlier of Attorney
General Mitchell ang Secretary of Defepse Laird on certain
NSA activities. This memorandum reflects that both Mitchell
qnd‘Laihd reéd_and approved a proposed memorandum which set
forth proposed ground rules for NSA contribution to intelligence

gatherlng for domestic problems. [ﬁ,




AT

CIA files also reflect that

the same memorandum was read and approved in 1872 by
Richarad Kleindienst, ﬁhen'Attorney General.'/ ‘
The participation of the Office of the General Counsel .
j . of NSA in £he drafting of §2511(3), and the assurance of
\ that office té the Aghlecy that the effect of the subsection4
| was to remove any doubt as to the legality of Nsa surveillance
is another factor cited by that Agency. A 1968 memo
R from the General Counsel to the Agency states that fhe language
] of §2511(3) "precludes an interpretation that the prohibitions

against wiretapping or electronic surveillance techniques

in other laws applies to [NSA activities] ... Wifetapping
and electronic surveillance techniques are, therefore legally

recognized as means for the Federal Government to acquire

foreign intelligence information and to monitor U,S. classified

communications., "

b L
1

-

_Although Mr. Kleindienst has no recocllection of +his briefing,
he did not dispute the CIA memo. Mr. Laird alsoc did not
remember seeing the memorandum or attending the briefing,

know.of as early as 1964, when he served on the House Armed
Forves Appropriations Subcommittes.
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NéA alao notes that NSCID 6 has Provided, since 1958,
that the departments and agencies being served are responsible
for informing the Nsa Director of the information desired.

NSA interprets this language to require the implicit assurance
by the agency seeking intelligence that the request is

appropriate. Hence the responsibility is on the reguesting

! agencies to frame their Tequests in accordance with the law.
o In 1973, Department of Defense General Counsel approved this
interpretation, and stated that NSA was orerating within the

law.

Finally, NSA files reflect that since 1962 the
Justice Department has sent hundreds of names of racketeers

to NSa, requesting any information it might have concerning

them. This too indicates that the Department did not regard

N
”
-

3
3
P

this diasemination unlawful.

In reviewing these justifications, it must be remembered

-,

o In

ap

that some sources of authorization were after the fact, that

Sl x

others could not legally be relied upon, and, most important,

e

that 50 vu.s.c. 403 (4) (3) expressly provides that the CIa
shall have "no police, subpoena, law-enforcemént powers, or

internal security functions." Nonetheless, it appears from

- .
-

a number of authorities that no one really was clear on

'S FEST R s ™

preciséﬁg what the Agencies could and could not do, that
they were encouraged to become involved in law enforcement

activities, and that no one, at least in any direct fashion, -
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ever seriously warned them that their actions were contrary
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to law. Thus, it seems harsh to charge either CIA or NS2
employees with the responsibility of foreseeing the legal

limits of their activites.

I T S

~ We will now turn to a discussion of the federal statutes

which regulate the inter;eption of communications.

$ BEPT UNT§ Tpere
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Wiretap Statutes

Section 605 and Title III were premised on a few basic
yet important principles which should be kept in mind when
reviewing the statutes.

The basic purpose for enacting §605 in. 1934 was to
protect the integrity or the privacy of the Nation's
, |
communicationfs systems. 1In an effort to reach that goal,
' |

the statute ragulated the conduct of personnel who worked

l
for communications companies, and anyone else who might
i

. , .
attempt to invade the integrity of such systems without
; !
proper authority.
l

]
Unfortunately the framers of the legislation fell

- somewhat short of their goal. They required, for example,

that, before a violation could be shown, there must be both

an interception and a divulgence'of a communication, rather
than a mere interception. This additional requirement allowed
much wiretapping to slip.through the crack. And, to the
extent the drafters intended §605 to cover all electronic
90mmﬁnigations'or electronic interceptions, ﬁhey failed for
Sectioéf§05 is, Sy its‘terms,llimited to wire and radio
communi;;tions, theregy exempting a host of esoteric

communication techniques which would be developed in later

years; e.g9., laser and micro-wave communications.

D
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'Thirty-four Years later, Congress enacted another wiretép
statute; it too, however, had some important gaps.

Th; new statute, Title III, overlapped its bredecessor
by taking over the regulating of wire communications, but it
also expanded the coverage to a new area: oral communications.
Still, 1like §605, there were some noticeable gaps, First,.the
statute does not cover communications transmitteg burely by
radio; therefore, such communications requiie the .
"divulgence" element of §605. 1In addition, the neﬁ statute is
limited to aural acquisitions (through the sense of hearing),
thereby eliminating from its coverage many other éurveillance
techniques. As mentioned earlier, though, the most important
aspect of Title III is that it exempted from its coverage, as
well as from §605, the President's power to authorize NSES.

With this as background, we turn first to a review of the
specific statutory prohibition of §605 and Title III; then we
will look at the Presidential power "exemptipn."

* * *
The stark contrast between the simplicity of the

descriptlons of the President's Nsgs power and the

/ E.d., silent messages sent by electrical impulses, rather
than by a voice which can be heard. ' '

4 M ha T e il g 0 ™ R e e i o
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compl;x scope of §605 should, standing alone, prompt some
sympathi for fledgling agencies created -- as were CIA in
1948 and NSA in 1952 -- in the midst of this development
and then charged with the very serious task of gathering
adequate intélligence to protect the Nation's security. Aan

analysis of the 1934 Act quickly reveals why.

One of the earliest courts to analyze §605, Sablowsky v,

- United States, 101 F. 2d 183 (3rd cir. 1938), started by

noting that §605 has four major clauses. The first provides

-in essence that:

No person receiving or transmitting any
communication shall divulge the contents
[improperly]. /

Sablowsky held that this referred to a communications company

employee and prohibited him from divulging something he had

/ Each clause has many phrases and words we will ignore for

our purposes here, for they are often synonyms which the drafters

For
example, when referring to a communication, the Act refers to its

hoped would make sure that no unintentional gaps were left,

"existence, contents, substance, purport, effect or meaning.

We have selected one == contents == to represent the group. Also,

for this part of the discussion, we will review §605 as it
existed prior to the 1968 act.

v
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received lawfully. (A major part of the task force's
investigation involved telegraph and telephone company
personnel who had helped various agencies to intercept and
receive many private‘écmmunications.)

The third clause, which, like the first, involves receivers,
prohibits someone not entitled to receive a communication from doir
so (e.9., by means of an extension phone or by having a
communications company employee assigned to a "non-receiving
job provide a copy of a message) if ks use will be for the
benefit of himself or someone.else. The unique aspect of this

clause, as contrasted with the first, is that it is not

illegal merely to divulge it; rather it mast be used for some

benefit,

—/ BY received, we mean obtained by a perscn and by a method
in a way the sender or receiver would expect. This we contrast
with the term "intercepted," which is the unexpected obtaining
of a communication between a sender and receiver, See, e.d.,
Reitmeister v. Reitmeister, 162 F. 24 691 (2nd cir. 1947).

The interception forbidden by Section 605 of the

Communications Act of 1934, 47 vu.s.c.A. §605, must

be by some mechanical interpositions in the

transmitting apparatus itself, that is the

interjection of an independent receiving device

between the lips of the sender and the ear of the

receiver. :
But, cf., United States v. Sullivan, 116 F. Supp. 480 (D.D.C. 1953)
and United States v, Polakoff, 112 F. 24 888 (2nd cir. 1940),
certiorari denied, 311 U.S. 653 (1940), holding that the means
employed to accomplish the intérception is irrelevant.
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The second clause says that:

" e« « % NO person not being authorizegd
- by the sender shall intercept any

comrunication and divulge the contents

of such intercepted communication to any

persen; , .
The important distinction between this clause and the first
and third, is that it involves intercepting, rather than receiving.
And, it refers to "any communication," rather than to "inter-
state or foreign communication by wire or radio." To date,

no court has held that the second clause has a narrower scope

than the first and third; rather, Sablowsky, supra, and Weiss v.

LT
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United States, 308 U.s. 321 (1939) seem to indicate that the

term "any communication" not only includes inter;tate aﬁd

foreign communications, but also includes intrastate
comnunications. Thus, to this extent, the second clause

includes the scope of the first and third and, in addition,

it seems to prohibit the interception of other communications.__/
Tracking the first-third-clause-procedure, ;he fourth clause

covers what the second did not -- those who acquire an

intercepted message:

./ Unlike the rather extensive legislative history of Title I1I,

the complete legislative history for §605 says:
- I Section 605, prohibiting unauthorized publication
- of communications, is based upon section 27 of the
Radio Act and extends it to wire communications,
Thus, there is no definiticn~of'the term *"any communication,"
thereby inviting some confusion.

]
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"+ - «"nO person having received such
intercepted communication shall divalge

or publish the contents or use the same or
any information therein contained for his
own benefit or for the benefit of another
not entitled thereto; * * %

Some of the less-obvious "gaps” in the statute now begin
to emerge. While under clauses one and two, neither the lawful
receiver nor the ﬁnauthorized interceptor is expressly barred
from using the message for his or another's benefit, the
unauthorized receiver has an "escape" under clause three for
he can divulge it so long as there is no benefit derived. fThe
fourth clause is comparatively "tighter", for one who acquires
an unauthorized interception cannot do anything with it,
Finally, there is a problem as to what the term "use” means.,

but a discussion of that will be deferred until later, when

potential defenses are discussed,

If all of this seems to give rise to some confusion, the
1968 Act added still more.

* * *

On June 19, 1968, §605 was amended in conjunction with

. the énactment of Title III, 18 U.S.C. §2510, et seq.

M .
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In order to understand the scope of Tifle IIT, it
would be helpful to establish a Eew definitional "guideposts"

The statute covers wire and oral communications; wire communi-

cation is defined as:

any communication made in whole or in

pPart through the use of facilities for

the transmission of communications by the

aid of wire, cable, or other like connection
between the point of origin and the point of
reception furnished or Operated by any person
engaged as a common carrier in providing or
operating such facilities for the transmission
of interstate or foreign communications
(Emphasis supplied).

On first reading this would seem to suggest that the system
the Act protects is a point-to-point wire system, i.e.,

a telegraph or telephone wire. The problem with this interpretatic

though, is that it is much too primative in light of techniques

how available and in light of the make-up of our Nation's

communication system.
That system could be characterized as one which is

conﬁiguous, switched (e.9., from wire to cable to microwave),

automatic, and self-routing. Its "wireless" components

inclnde‘é multi-channel microwave carriers System capable of

carryin up to 2,000 communications on some channels,
, s

-

International commercial radio~telephone communications ean

be transmitted by high-frequency, single or multi-channel
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telephony which ente?s the national communications
network:throuéh‘what are known as "gateways . (This is
a means to pass from one system to another). Aas we will
discuss, high-frequency telephony is considerably more
Susceptible to interception by Comparatively unsophisticateqd
equipment, such ag ship~to-shore radio or the ordinary Zenith
transoceanic-type pPortable radio than Other systems,
Microwave transmissions are also used, Usually in a
"straight 1line". They can cover much higher frequencies than
"high frequency telephony" which follows thé'curvature of the

-earth. Thus, it has been estimateg that the radio portion of

| from Montevideo, Uruguary, to New York cCity, could be
n

.over an area of bPerhaps 30 bercent of the earth's surface,

and high frequency multi-channel transmissions may also be de-

channeleqd by "homemade" amateur equipment. (Indeed, an index

23
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Though the term "wire communication” as .used in the statute

would include these systems, we believe it is limited to

communications passing through our Nation's communications

network. (Both case law and the legislative history seem to
suggest that 2510 et seg. have no extra-territorial
application where a "foreign" communication system is used.)
The second definition of importance is "oral communication®
which is defined as:
any oral communication uttered by a person
exhibiting an expectation that such
communication is not subject to interception
under circumstances justifying such expectation.
Once again, while wire communications are covered regardless
of whether any expectation of privacy exists, only those oral
comnunications uttered under circumstances justifying a

reasonable expectation of privacy are protected. ‘An example

of the problem one encounters in applying these two is set

forth in United States v. Hall, 488 F. 23 .193 (9th cir. 1973).

-/ Barly in 1971, a Tuecson housewife was listening to a high-
band receiver and overheard two men talking on radio telephones

in their cars. (This type of radio is not unique; it is sold on
the open market to the general public to permit them to listen

to police and fire broadcasts. On these same frequencies radio
telephone communications are broadcast.) After listening for a
period’of time she became suspicious and reported the conversations
to state authorities who also monitored the conversations, As a.
result, the defendants were arrested and convicted for possession
drugs. (footnote continued en page 25) '

24 . \
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Having specified the types of communications (wire and

oral) to be protected, Title IIT defined the term interception:

the aural acquisition of the contents of
any wire or oral communication through the
use of any electronic, mechanical, or
other device.

There are two important elements here (1) "aural" and
(2) "through the use of a device.®
Although the word "aural" is not defined in the statute,

the legislative history discusses it specifically and says it

excludes all other means of acquisition:

(footnote continuned from page 24) . —_
Although the appellate court held that Title III
did not protect communications between two mobile radio

telephones, because they were oral communications uttered with
No reasonable expectation of privacy,; the court went on to hold
they would not reach the same result where a radio telephone
called a regqular telephone, because that would have been a case
where the latter instrument involved a wire communication, and
that is protected without qualification as to an expectation of
privacy. This result was accurately described by the court
when it said, "We realize that our classification of a conver-
sation between a mobile and a land-line telephone as a wire
communication produces what appears to be an absurd result,"
Then, the court went on to compound the problem when it saig
that: : '
- « .« any citizen who listens to a mobile
telephone band does so at its own risk, and
scores of mariners who listen to the ship=to-
-. . shore frequency, commonly used to call to a
7 i1 land-line telephone, commit criminal acts.

__/'Another "gap" problem is that Title III does not cover the

"receiving" of a wire communication, = & clauses one and three of
§605. . : :

25

-,
oy - P Y T - [P



Lo _‘\- a8,

Sadeds

e EEE———

f e e . .. .
St ittt = - AL Ly e L e e ———Cd S , > e ST U

Paragraph (4) defines "intercept" to
include the aural acquisition of the contents

- of any wire or oral communication by any electric,
mechanical, or other device. Other forms of
surveillance are not within the proposed legis=-
lation. See Lee v. United States, 47 S. Ct.

746, 274 U.S. 559 (1927); Corngeld v. United
States, 367 F. 2d (9th 1966). An examination
of telephone company records by law enforce=-
ment agents in the regular course of their
duties would be lawful because it would not be
an "interception". (United States v. Russo,

. 250 F. Supp. 55 (B.D. Pa. 1966). The proposed
legislation is not designed to prevent the tracing
of phone calls. The use of a "pen register®,
for example, would be permissible. But see United
States v. Dote, 371 F. 2d 176 (7th 1966). -

1568 U.S. code and Adm. News at 2178, This is of more than
passing significance, for it seems to exclude fro;'the statute's
coverage all communications trénsmitted mechanically, i.e.,
transmitted by signals independent of sound, for example, by
electri;al pulse,

‘The phrase "acquisition through the use of any . . . device"
is another important limitation, Eor it makes it clear that the
congressional concern was with the activity engaged in at
the time of the communication which causes the communication to
be overheard by uninvited listeners; that is, the contemporaneous
sgrvéillgnce (by heari-g, recording, or otherwise) was at the

center of congressional concern. See, e.q., United States v.

-

Turk, 526 F. 2d 654, 658-659 {Sth Cir. 1976) .

26
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Wiﬁb these aside, we can turn now to a brief look at the

proscriptions of Title III. They are, in essence, as follows:

(1) .

(2)

(b)

()

[Alny person who

willfully intercepts, endeavors to intercept,
or procures any other person to intercept . . .
any wire or oral communication, ., . .

* * *

willfully discloses, or endeavors to disclose,
to any other person the contents or any wire

or oral communication, knowing or having reason
to know that the information was obtained
through the interception or a wire or oral
communication. . . '

willfully uses, or endeavors to ‘use, the contents
of any wire or oral communication, knowing or
having reason to know that the information was
obtained through the interception of a wire or
cral communication, . . .

shall be fined not more than $10, 000 ar imprisoned not more than

five years, or both.

Title III is, in a phrase, an."interception-disclosure-use"

statute.

But, perhaps the most important aépéct of the Act is

the exemption to both statutes which it provides in §2511(3):

Nothing contained in this chapter or

in section 605 of the Communications Act of 1934
(48 Stat. 1143; 47 vu.s.cC. 605) shall limit the
constitutional power of the President to take such
measures as he deems necessary to protect the
Nation against actual or potential attack or other
hostile acts of a foreign power, to obtain foreign

\
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intelligence information deemed essential to
the security of the United States, or to protect
* national security information against foreign
intelligence activities. Nor shall anything
contained in this chapter be deemed to limit the
constitutional power of the President to take
such measures as he deems Necessary to protect
the United States against the overthrow of the
Government by force or other unlawful means,
or against any other clear and present danger
to the structure or existence of the Government._ /

We are now ready to review the activities which were inves-
tigated, and some of the central questions we will be focusing
i l :

1 .
on in the-rest.of the summary will be (1) does the activity

under investigéticn come within a prohibition listed in the

| )
statutes (2) and if so, is it exempted by §2511(3). Ang,
|

even though the exception was not spelled out until 1968, we
}

!
will also be censidering such prosecutive problems and potential

. / :
defenses as lack of intent or good faith reliance on prior
hisiory, the lack of any definitive guidance, and reassurances

of legality by high government officials.

_/ As was indicated earlier, this was ap expansion of Director
Hoover's descriptions many years earlier; and, in 1970 the
Supreme Court held, in Keith, that the President digd not have
the power described in the second (last) sentence of this
section. ‘

- 28
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In addition to the difficulty one could expect trying to

apply all of these Principals to the following facts, there ig
another problem that should be kept in ming,

Today, we tend to be quite jadeg about these matters,

for almost everyday we read in the nNewspapers of a new

intelligence-gathering program or technique.

Ke

Up until the
ith case was decided in 1970, however,

very few people even
knew about national security wiretapping. For those who aidq,
it was almost impossiple to find out anything definitive
about the power, for '"one simply does not'inquire into such

matters." 1In addition,

the state of the law was'still very
much undecidegd (2s notegd earlier, it was not until 1967 that

the Supreme Court held in Katz that wiretapping brotecteq
. /

paople in additien to bPlaces.,) Thus,

up until a few years
ago this entire matter was shrouded in

Secrecy, and the lack
©f any publie information, coupled with what now must be

considered naive acceptance of claims of natiocnal security

bower, quite understandably could cause some confusion,
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The investigation has not revealed for.instance a single
case iﬁ.which“intelligence obtained by means of electronic
surQeillance was gatheredar used for bersonal or partisan
political purposes. fhe participants in every questionable
operation, however oblivious Oor unmindful, appear to have
acted under at least some colorable semblance of authority-
in what they conscientiously deemed to be the best interests
of the Unlted States. While they may be regarded from our
current perspective as having abused their broad discretionary
power on occasion, that ill-definegd power was conferred upon
them and their agencies with a bevy of sweepiné-;residential
claims of power, Executive orders ang directives,
legislation and (e.g9., the National Security Act) and é number of
NSCIDs. 1If the intelligence agencies possessed too-much
discretionary authority with too little accountability, that
would seem tq be a 35-year failiég of Presidents and the
Congress rather than the agencies or their pérsonnel.

In addition to all of these problems, there is the
specter, in the event of any prosecution, that there is
likely to be much "buck-pass;ng" from subordlnate to superior,

agency to agency, agency to board or committee, board or

committee to the President, and from thehliving to the dead.
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and comélexities of providing discovery of national security

materialks (e.g., Nsc, PFIAB, DOD, and White Houée documents

and record), as well as sensitive foreign intelligence

gathering methodology and technology to any potential defendant
and to the pablic (as the result of any trial). These consider-
atians ~ become particularly acute when weighed against the
minimal chances of sustaining the technical prootf of violationsv

and the probable lack of juror enthusiasm for convicting those

interest, i.e., keep heroin out 0f the United States,

Rather.than to look to possible prosecutions to provide
any remedial help, the better remedy might be to seek and to
undertake administrative revision of policies and programs,
These could include the following'proposalsz

l. Governmental agencies charged with the research

affecting the national security (e.g., internationaj
narcotics trafficking, gun=-running, ete.) for

purposes of foreign intelligence—gathering. ) '
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"Pe authorized to provige appropriate U.S. law

incidentally obtained in the exer

lawful functions, including information indicating
criminal activity:on the part of u.3, citizens,

4. An effort should be made (consistent with the
constitutional rights of criminal defendants)
to secure legislation and/or rules changes
to prevent the public identification of national
Security agencies as the source of criminal
intelligence incidentaily obtained in the
exerci%e of their lawfgul functions, at least |
where such evidence is not introduced at trial,

5. The auéhority of the C1A, Nsa and FBI to
Perform their respective missions in the
field of electronic surveillance should be .
clqarly‘delegated and delineated with speci-
fic procedures pPrescribed for the lawful '
exercise of that authority, ok
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7. Agency personnel should be requiregd
their General Counsel and confirm,
the legality of aljl elec
bProjects,

to consult
in advance,
tronic surveillance

* * *

The Tecommendations of the task force sget forth above

are (acCepted) (rejected).

BENJAMIN R. CIVILETTI.
Assistant Attorney General
Criminal Division
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Under NSC is the CIA and its head, the Director of
Central Intelligence (DCl). 1In carfying out its responsibility
of "coordinating the intelligence activites of the several
Government departments angd agencies in the interest of
mational security,“ the Agency's duties are (1) "to advise
the National Security Council in matters concerning ,

intelligence activities of the Government ..."; (2) "to
make recommendations to the National Security Council for
the coordination of . . . intelligence activities of the
department and agencies..."; (3) "to correlate and evaluate
intelligence relating to the national secﬁrity, and provide
for the appropriate dissemination of such intelligence ...";
(4) "to perform, for the benefit of the existing intelligence
agencies, such additional services of common concern as the
National Security Council determines can be more efficiently
accomplished centrally! and (5) "tq perform such other functions
and duties related to intelligence affecting the national

security as the National Security Council may from time to

time direct." 50 U.5.C. §403(d).

The National Security Agency was established by

Presidential directive in 1952, and pPlaced under the authority

-
- . . .

and control of'the Secretary of Defense. The pPrimary function
. q . » * s » *
of NSA is to engage in communications intelligence activities;

i.e., the gathering of inteiiigence information by other

th%p the intended recipients;"" ] \
!
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CIA also finds support for its intellfgence gathering
activities from NSCID 5, which, since 1958, has delegated

primary responsibility to the CIA for cladestine activities

abroad "in order to meet the needs of all departments and

agencies concerned in connection with the national security."
This authorizétion, along with the CIA's more general power
under §403(d){4) to “"perform ... such additional services
of;common cbnéern as the National Security Council determines
caﬁ be more egfectively accomplished centrally" explains the
Agéncy's view Lhat such actions were authorized.-/

. In a sim?lar fashioq, NSA draws support for its
acﬁivities fro% NSCID:6,~which has provided, at least since
1958; for NsSA ?b provide "snghlAintelligence” for all
intelligence agencies. "Signal intelligence” as defined
thg;ei%, is inLelligence.produced by the study of foreign
communications.:_To implement this NSCID, and to insure
that it is involved only in “forgign“ communications, NSA'sg

long-standing policy has been to intercept a communication

only if it has at least one-terminal outside the United States.

/It shéuld also be reiterated that NSCIDY9 exempted CIA and |
NSA from restrictions Publicly placed upon intelligence
activities. .

H
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In addition to those direct sources of authorization,

other statutes and actions reasonably. suggest that CIA ad NSA were

not covered by the stricture of §2511 or §€05.

v

Another good example is in the area of narcotics

intelligence gathering. In addition to the sources of authority

already discussed, the Federal Narcotics and Drug Abuse
hx Act of 1973, 5 U.S.C. 5901 et seq., acknowledges that both

CIA and NSA have functions relating to the collection of

i

information concerning trafficking in narcotics and dangerous

drugs. Ané here, as in other areas, presidential memoranda

b

élosely'linked‘national problems like narcotics with the
. .
nationdl.security. This too, ‘according to the Agencies,

caused them to believe their.éctions were within the law.

_j_m - - fr
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Finally, there are a number of other events from whlch
NSA and CIA derive support = - or at least approval - -
for their surveillance activities.

In July of 1973, William Colby testified before the
Senate Armed Services Committee on his nomination to become
DCl. In response to a question specifically addressed
to whether CIA was then engaged in assisting law enforcement
aéencies in addition to the FBI, Coiby replied in the affirmative,
stating that CIA routinely disseminated its foreign intelligence
reports to such agencies as the Drug Enforcement Administration,
the Immigration and Naturalization Servico, the Customs
Service, the Secret Service, and the Armed Services. Since
thegglwas little doubt that a least some of CIA's informatiop
was govérned by electronic surveillance, the Agency regards
the  lack of congressional objection as tacit approval of such
disseoination.

More direct approvai by the Executive Branch is provided
by a February 3, 1971, NSA memorandum in which NSA officials
described separate briefings two days earlier of Attorney
General Mitchell and Secretary of Defense Laird on certain
NSA activities. This memorandum reflects that both Mitchell
and'Lai}d read and approved a proposed memorandum which set

forth proposed ground rules for NSA contribution to intelligence
gatherlng for domestic problems. [\4ﬁ&>

.

WL
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CIA files also reflect that
the same memcrandum vas read and approved in 1872 by
Richarad Kleindienst, éhen'Attorney General.“/ '

The participation of the Office of the General Counsel .
of NSA in the drafting of §2511(3), and the assurance of
that office té the Aghgcy that the effect of the subsection
was to remove any doubt as to the legality of NSa surveillaﬁce
is another factor cited by that Agency. A 1968 memo
from the General Counsel to the Agency states that the language
of §2511(3) "precludes an interpretation that the prohibitions
against wiretapping or electronic surveillance teéﬁniques
in other laws applies to [NSA activities] ... Wiretapping
and electronic surveillance techniques are, therefore legally
recégnized as means for the Federal Government to acquire

foreign intelligence information and to monitor U.S. classified

communications...”

_Although Mr. Kleindienst has no recollection of this briefing,

he did not dispute the CIA memo. Mr. Laird also did not
remember seeing the memorandum or attending the briefing,

know.of as early as 1964, when he served on the House Armed
Forves Appropriations Subcommittee, '
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NEA alee notes that NSCID 6 has provided, since 1958,

that the departments and agencles being served are responsible

" for informing the NSA Director of the information desired.

NSA interprets this language to require the implicit assurance
by the agency seeking intelligence that the request is
appropriate. Hence the responsibility is on the requesting
agencies to frame their requests in accordance with the law.
In 1973, Department of Defense General Counsel approved this
interpretation, and stated that NSA was operating within the
law,

© Finally, NSA files reflect that since 1962 the
Justice Department has sent hundreds of names of racketeers
to NSA, requesting any information it might have concerning
them. This too indicates that the Department did not regard
thls dlssemlnatlon unlawful.

In reviewing these justifications, it must be remembered
that some sources of authorizatien were after the fact, that
others could not legally be relied upon, and, most important,
that 50 U.S.C. 403(d) (3) expressly provides that the CIA
shall have "no police, subpoena, law-enforcement powers, or

internal security functions." Nonetheless, it appears from

a number of authorities that no one really was clear on
preclsely what the Agencies eould and could not do, that
they were encouraged to become involved in law enforcement

activities, and that no one, at least in any direct fashlon,i
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ever seriously warned them that their actions were contrary
to law., Thus, it seems harsh to charge either CIA or NS2
employees with the responsibility of foreseeing the legal
limits of their activites,

_We will now turn to a discussion of the federal statutes

which regulate the interception of communications.

coreman e o il
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Wwiretap Statutes

Section 605 and Title III were premised on a few basic
yet important principles which should be kept in mind when
reviewing the statutes.

The basic purpose for enacting §605 in. 1934 was to

protect the iﬁtegrity or the privacy of the Nation's
; |

communication‘% systems. In an effort to reach that gozal,
‘ \

the statute resgulated the conduct of personnel who worked

1

: l
for communications companies, and anyone else who might

1

: [ —

attempt to irvade the integrity of such systems without
i |

proper authority.

|
|
Unfortunately the framers of the legislation fell
somewhat short of their goal. They reguired, for example,

that, before a violation could be shown, there must be both

an interception and a divulgence of a communication, rather

than a mere interception. This additional requirement allowed

much wiretapping to slip through the crack. And, to the
extent the drafters intended §605 to cover all electronic
gommﬁnigations'or electronic interceptionms, éhey failed for
Sectioéiﬁos is, 5y its.terms,rlimited to wire and radio
communi;;tions, thereby exempting a host of esoteric
communication techniques which would be developed in la;er

years; e.d., laser and micro-wave communications.
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'Thirty—four years later, Congress enacted another wiretép
statute; it tbo, however, had some important gaps.,

Thé new statute, Title III, Overlapped its predecessor
by taking over the regulating of wire communications, but it
also expanded the Coverage to a new area: oral communications.
Still, 1like §605, there were some noticeable gaps, First,'the
statute does not cover communications.transmitted purely by
radio; therefore, such communications require the .
"divulgence" element of §605, 1In addition, the new statute is
limited to aural acqguisitions (through the sSense of hearing),
thereby eliminating from its coverage many other surveillance
techniques. As mentioned earlief, though, the most important
aspect of Title III is that it exempted from its coverage, as
well as from §605, the President's bPower to authorize NSES.

With this as background, we turn first to a review of the
specific statutory prohibition of §605 and Title III; then we
will look at the Presidential power "exemptipn."

* * *
The stark contrast between the simplicity of the

descriptlons of the President's NSps power and the

/ E E.d., silent lmessages sent by electrical impulses, rather
than by a voice which can be heard. '
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compl;x scope of §605 should, standing alone, prompt somé
sympathx for fledgling agencies created =- as were CIA in
1948 and NSA'in 1952 == in the midst of this development
and then charged with the very serious task of gathering
adequate intelligence to protect the Nation's security. Aan

analysis of the 1934 Act quickly reveals why.

One of the earliest courts to analyze §605, Sablowsky v.

- United States, 101 F. 2d 183 (3rd Cir. 1938), started by

noting that §605 has four major clauses., The first provides

in essence that:
No person receiving or transmitting any
communication shall divulge the contents
[improperly]. /

Sablowsky held that this referred to a communications company

employee and prohibited him from divulging something he had

—/ Each clause has many phrases and words we will ignore for

our purposes here, for they are often synonyms which the drafters
hoped would make sure that no unintentional gaps were left. For
example, when referring to a communication, the Act refers to its
"existence, contents, substance, purport, effect or meaning."

We have selected one -- contents —- to represent the group. Also,
for this part of the discussion, we will review §605 as it

existed prior to the 1968 Act.
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received lawfully. (A major part of the task force's
investigation involved telegraph and telephone company
personnel who had helped various agencies to intercept and
receive many private‘éommunications.)

| The third clause, which, like the first, involves receivers,
prohibits someone not entitled to receive a communication from doing
s0 (gégf, by means of an extension phone or by having a
communications company employeé assigned to a "non-receiving
job provide a copy of a message) if #s use Qill be for the
benefit of himself or someone else. The unique aspect of this
clause, as contrasted with the first, is that it is not
illegal merely to divulge it; rather it must be used for some

benefit.

__/ By received, we mean obtained by a person and by a method
in a way the sender or receiver would expect. This we contrast
with the term "intercepted," which is the unexpected obtaining
of a communication between a sender ang receiver, See, e.g.,
Reitmeister v. Reitmeister, 162 F. 2d 691 (2nd cir. 1947).

The interception forbidden by Section 605 of the

Communications Act of 1934, 47 U.s.C.A. §605, must

be by some mechanical interpositions in the

transmitting apparatus itself, that is the

interjection of an independent receiving device

between the lips of the sender and the ear of the

receiver. ot
But, cf., United States v. Sullivan, 116 F. Supp. 480 (D.p.C, 1953)
and United States v, Polakoff, 112 F. 24 888 (2nd cir. 1340),
certiorari denied, 311 U.S. 653 (1940), holding that the means
employed to accomplish the interception is irrelevant. .
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The second clause says that:

"« « % RO person not being authorized
- by the sender shall intercept any

comnunication and divulge the contents

©f such intercepted communication to any

persen; . . |
The important distinction between this clause and the first
and third, is that it involves intercepting, rather than receiving.
And, it refers to "any communication," rather than to "inter=-
state or foreign communication by wire or radio." To date,

no court has held that the second clause has a4 narrower scope

than the first ang third; rather, Sablowsky, supra, and Weiss v.

United States, 308 U.s. 321 (1939) seem to indicate that the

temm "any communication" not only includes intgr;tate aﬁd

foreign communications, but also includes intrastate
comnunications. Thus, to this extent, the second clause

includes the scope of the first and third and, in addition,

it seems to prohibit the interception of other communications.f_/
Tracking the first—third-clause-procedure, #he fourth clause

covers what the second did not == those who acquire an

intercepted message:

-/ Unlike the rather extensive legislative history of Title 111,

the complete legislative history for §605 says:
- I .Section 605, prohibiting unauthorized publication
" of communications, is based apon section 27 of the
Radio Act and extends it to wire communications,
Thus, the:e is no definition=of'the term "any communication,"
thereby inviting some confusion. ' . ‘

20
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"« « « N0 person having received such
intercepted communication shall divalge
or publish the contents or use the same or
any information therein contained for his
own benefit or for the benefit of another
not entitled thereto: * * %,

Some of the less-obvious "gaps" in the statute now begin
to emerge. While under clauses one and two, neither the lawful
receiver nor the unauthorized interceptor is expressly barred
from using the message for his or another's benefit, the
unauthorized receiver has an "escape" under clause three for
he can divulge it so long as there is no benefit derived. The
fourth clause is comparatively “tighter”, for one who acguires
an unauthorized interception cannot do anything with it.
Finally, there is a problem as to what the term "use" means.,
but a discussion of that will be deferred until later, when
potential defenses are discussed.

If all of this seems to give rise to some confusion, the

1968 Act added still more.

* * *

On June 19, 1968, §605 was amended in conjunction with

| the enactment of Title III, 18 U.S.C. §2510, et seq.

tae o rsl
- Y b
—
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In order to understand the scope of Tifle III, it
would ﬁe helpful to establish a Few definitional "guideposts"
The statute covers wire and oral communications; wire communi—
cation is defineqd as:'

any communication made in whole or in

part through the use of facilities for

the transmission of communications by the

aid of wire, cable, or other like connection
between the point of origin and the point of
reception furnished or operated by any person
engaged as a common carrier in broviding or
operating such facilities for the transmission
of interstate or foreign communications
(Emphasis supplied).

On'first readipg this would seem to suggest that the system

thé Act protects is a point-to-point wire system, i.e.,

a telegraph or telephone wire. The problem with this interpretatio
;

though, is that it is much too primative in light of techniques

now available and in light of the make-up of our Nation's

communication system. i

That system could be characterized as one which is
contiguous, switched (e.9., from wire to cable to microwave),
automatic, and self-routing. Its "wirelesgs® components

ing;ude.é multi-channel microwave carriers system capable of

carryin up to 2,000 communications on some channels,
-y, -

International commercial radio-telephone communications can

be transmitted by high-frequency, single or multi-channel
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telephony which enters the national communications

i network:throu;h what are known as "gateways. (This is
@ means to pass from one system to another). As we will
discuss, high-frequency telephony is considerably more
susceptible to interception by Comparatively Unsophisticateqd
equipment, such ag ship=-to-shore radio or the ordinary Zenith
transoceanic-type portable radio than other systems,
Microwave transmissions are also Used, Usually in a
"straight line". They can cover much higher frequencies than

| "high frequency telephony" which follows thé'curvature of the

'Y

.

€arth. Thus, it hag been estimateq that the radio portion of

a high frequency single-channel radio—telephone communication

‘from Montevideo, Uruguary, to New York city, could be

e i ad X

Rrihtiq§.0ffice.)

.
-

-
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Though the term "wire communication" as.used in the statute

would ifclude these systems, we believe it is limited to

communications passing through our Nation's communications

network. (Both case law and the legislative history seem to
suggest that 2510 et seg. have no extra-territorial
application where a "foreign" ‘communication system is used,)
The second definition of importance is "oral communication"
which is defined as:
any oral communication uttered by a perscn
exhibiting an expectation that such
communication is not subject to interception
under circumstances justifying such expectation.
Once again, while wire communications are covered regardless
of whether any expectation of privacy exists, only those oral
comuunications uttered under circumstances justifying a

reasonable expectation of privacy are protected. An example

of the problem one encounters in applying these two is set

forth in United States v. Hall, 488 F. 24 :193 (éth Cir. 1973).

—/ Barly in 1971, a Tucson housewife was listening to a high=-
band receiver and overheard two men talking on radio telephones

in their cars. (This type of radio is not unique; it is sold on
the open market to the general public to permit them to listen

to police and fire broadcasts. On these same frequencies radio
telephone communications are broadcast.) After listening for a
period‘of time she became suspicious and reported the conversations
to State authorities who also monitored the conversations., As a.
result, the defendants were arrested and convicted for possession
drugs. (footnote continued on page 25) '

24 . '




Having specified the types of communications (wire and

oral) to be protected, Title III defined the term interception:
the aural acquisition of the contents of
any wire or oral communication through the

- use of any electronic, mechanical, or

other device.

There are two important elements here (1) "aural" ang

(2) "through the use of a device,"

Although the word "aural" is not defined in the statute,

the legislative history discusses it specifically and says it

excludes all other means of acquisition:

(footnote continued from page 24) -
Although the appellate court held that Title III
did not protect communications between two mobile radio
telephones, because they were oral communications uttered with
No reasonable expectation of privacy; the court went on to hold
they would not reach the same result where a radio telephone
called a regqular telephone, because that would have been a case
where the latter instrument involved a wire communication, and
that is protected without qualification as to an expectation of
privacy. This result was accurately described by the court
when it said, "We realize that our classification of a conver-
sation between a mobile and a land-line telephone as a wire
communication produces what appears to be an absurd result."
Then, the court went on to compound the problem when it saig
that: ' : ‘
» o . any citizen who listens to a mobile
telephone band does so at its own risk, and
- 8cores of mariners who listen to the ship~-to-
. shore frequency, commonly used to call to a

- L e

¢+ land-line telephone, commit criminal acts.

__/ Ano£her "gap" problem is that Title IIT does not cover the

"receiving” of a wire communication, as & clauses one and three of

25 . _ ' \
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Paragraph (4) defines "intercept® to
include the aural acquisition of the contents
- of any wire or oral communication by any electric,
mechanical, or other device., Other forms of
surveillance are not within the proposed legis-
lation. See Lee v. United States, 47 s. Ct.
746, 274 U.S. 559 (1927); Corngold v. United
States, 367 F. 2d (9th 1966). An examination
of telephone company records by law enforce-
ment agents in the regular course of their
duties would be lawful because it would not be
an "interception®. (United States v. Russo,
250 F. Supp. 55 (E.D. Pa. 1966). fThe proposed
" legislation is not designed to prevent the tracing
of phone calls. The use of a “pen register",
for example, would be permissible. But see United
States v. Dote, 371 F. 2d 176 (7th 1966). -

1968 U.S. Code and Adm, News at 2178. This is of more than

passing significance, for it seems to exclude fro;-fhe statute's
coverage all communications trénsmitted mechanically, i.e.,
transmitted by signals independent of sound, for example, by
eleétri;al pulse.

The phrase "acquisition thrqugh the use of any . . . device"
is another important limitation, }or it makes it clear that the
congressional concern was with the activity engaged in at
the time of the comﬁunication which causes the communication to
be overheard by uninvited listeners; that is, the contemporaneous
sprvéillgnce (by heari~g, recording, or otherwise) was at the

center of congressional concern. See, e.g9., United States v.

-

-

Turk, 526 F. 2d 654, 658-659 {5th Cir. 1976) .

26
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Wiﬁb these aside, .we can turn now t0 a brief loock at the

-

é proscriptions of Title III. They are, in essence, as follows:
i (1) . . . [Alny person who

(a). willfully intercepts, endeavors to intercept,
Or procures any other person to intercept . . .
. : any wire or oral communication. . . .

\ : * * *

(b) willfully discloses, or endeavors to disclose,
to any other person the contents or any wire

p or oral communication, knowing or having reason

E to know that the information was obtained

through the interception or a wire or oral

communication. . . '

—_—

(c) willfully uses, or endeavors to ‘use, the contents
of any wire or oral communication, knowing or
having reason to know that the information was
obtained through the interception of a wire or
cral communication, . . .

?
!

shall be fined not more than $10,000 imprisoned not more than
five years, or both.

Title III is, in a phrase, an.“interception—disclosure-use"

statute. But, perhaps the most important aépéct of the Act is
the exemption to both statutes which it provides in §2511(3):

Nothing contained in this chapter or
in section 605 of the Communications Act of 1934
(48 stat. 1143; 47 v.s.c. 605) shall limit the
constitutional power of the President to take such
measures as he deems necessary to protect the
Nation against actual or potential attack or other
hostile acts of a foreign power, to obtain foreign

a._h‘

;b

27
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intelligence information deemed essential to

the security of the United States, or to protect
national security information against foreign
intelligence activities. Nor shall anything
contained in this chapter be deemed to limit the
constitutional power of the President to take

such measures as he deems necessary to protect

the United States against the overthrow of the -
Government by force or other unlawful means,

or against any other clear and pbresent danger

to the structure or existence of the Government._ /

We are nowiready to review the activities which were inves-

: I

tigated, and some of the central questions we will be fecusing
; |

!
on in the rest of the summary will be (1) does the activity

under investigation come within a prohibition listed in the

i
statutes (2) and if so, is it exempted by §2511(3). Angd,
|

even though thé exception was not spelled ocut until 1968, we
]

|
will also be ccnsidering such prosecutive problems and potential

R . / .
defenses as lack of intent or good faith reliance on prior
his&ory, the lack of any definitive guidance, and reassurances

of legality by high government officials.

_/ As was indicated earlier, this was an expansion of Director
Hoover's descriptions many years earlier; and, in 1970 the
Supreme Court held, in Keith, that the President 4ig not have
the power described in the second (last) sentence of this
section. '

28
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In addit}on to the difficulty one could expect tryiﬁg to
apply éil of these principals to the following facts, there ig
another problem that should be kept in mind,

Today, we tend to be quite jaded about these matters,
for almost everyday we read in the newspapers of a new
intelligence—gathering Program or technique. Up until the-
Keith case was decided in 1970, however, very few people eveﬁ
knew about national security wiretapping. For those who dig,
it was almost impossible to find out anything definitive
about the power, for '"one simply does not'inquire into such
matters." In addition, the state of the law was still very
much undecided (as noteg earlier, it was not until 1967 that
the Supféme Court held in Katz that wiretapping Protecteq
peoéle in addition to Places,) Thus, up until a few yvears
ago this entire matter was shrouded in Secrecy, and the lack

of any public information, coupled with what now must be

DRI . X At ey i TNC S D Kaka. T 4 b
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““Major Operations"
A number of the activities the task force investigated
involved programs which spanned many years and which tended to

ebb and flow over the period. 2nd, more often than not, the

" program lacked a specific directive, order, or statutory basis:;

instead, its authofity was a combination of elements. For our
purposes here, we will select one such program (perhaps the
most pervasive), trace its development, and then explain why
a prosecution would be inappropriate. We Selieve the same
pfincipals which dictated that conclusion apply as well to the
other programs which will be discussed, but much more briefly.

"SHAMROCK" was one of the most. pervasive programs the

/

task force éiscovered, spanning over 30 years; like so many things
that grow to massive proportions, however, "SHAMROCK" started

very innocently.

(footnote continued from page ) . 7
In addition to these, the task force discovered a second
category of activity , which, though Questionable, was non-
prosecutable. For example, NSA ‘and CIA engaged in a number of
support activities which helped w1retapp1ng programs. They
obtalned telephone toll records, pros ; MER

AN ko Eupplled the D.C. Police
Department and the Secret Serv1ce with wiretapping equipment,
supplied an office to assist in a program to review domestic
telegram traffic, and recruited agents and introduced others to
them (agency representatives and personnel provided to assist
their communication carriers). All of these activities, while
relating to other various wiretapping programs, did not themselves
involve intercepting communications; thus, they clearly did not
violate the wiretap statutes,

: . -~ . y o
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Faced with the ever—increasing threats Posed by Japan

- and Germany, Director Hoover started working with the Department

©n a proposed executive order to permit the brogram, but

before the Order could be finalized, Pearl Harbor intervened.

While all this was occurring, though, the Bureau wasg

moving ahead. Very soon after December 7, the Bureau was

companies to hold up the transmissions of messages to certain
counﬁrie; for 24 hours, ang then to make copies of the cables
availﬁble for review. The Trequests were made and supri;ingly,
yet understandably, the companies readily agreed. The Attorney
General was Promptly advised,thereby putting the Department

on notice the program had begqun.

_/cont'd

Cooperate, but this time they did so expressly on the ground
that they felt they were pProhibited by law from doing so and
would be subject to Possible prosecution if they complied!
As we shall see, this was a continuing concern of the companies

and, unfortunately, their initial instinctsg would, many years
later, prove to be correct, :

-
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Once again, as in 1940, the cable companies' survival

- instincts- were aroused, but this time they were in a different

position: they were already supplying the cable copies.
Nevertheless, their concern soon mounted, prompting them to seek
assurances that the "federal government [eould] guaranfee to (sic)
commercial communication companies against criminal liabilities
resulting from these companies furnishing to the Army certain
documents and tfaffic.“

Twice ~= in 1947 and again in 1949 — the companies were given

the assurances they sought. Of more than passing interest, though,

was something else than Secretary Forrestal said to a group of

-/

executives of IT&T and RCA:

- » - While it was always difficult for
any member of the Govermment to attempt to

" commit his successor, he could assure the
gentlemen present that if the present practices
were continued the Government wounld take whatever
steps were possible to see to it that the
companies involved would be protected.

/ For some unexplained reason, no mention was made of the
companies' practice of supplying copies to the Bureau.

-/ Initially, Secretary of Defense Forrestal told the group he
was speaking for President Truman in comrending them for their
cooperation and requesting their continued assistance because
the intelligence constituted a matter of great importance to
the national security. fTwo years later, on May 18, 1549,
Secretary of Defense Johnson met with officials of the same
companies and stated that President Truman, Attorney General
Tom Clark, and he endorsed the Forrestal statement ang would
provide them with a guarantee against any criminal action which
might arise from their assistance., Former Secretary of Defense
Laird, as late as 1973 when the program was halted, said "sHAMROCK"
was also tacitly endorsed by him. _ .
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He also said that, so long as the present Attorney General was

in office, he could give assurances that the Department of
Justice would also do all in its power to give the companies
full protection. 1In an effort to clarify this latter point,
& company official inguired if Mr. Forrestal was speaking
not only for the Office of the Secretary of Defense, but also
in the name of the President of the United States. Mr. Forrestal
replied that that was correct.

Two years latery essentially the same representations
were made, however, the memorandum reflectipg that fact had
an interesting pair of handwritten notes, one saying, "OK'd.
by the President and Tom Clark," and signed by Louis Johnson,
and the other initialed as approved, "T.C.C.," Presumably
meaning then Attorney General Tom Clark.

Tﬁough Ccongress repealed the Censorship law, it
recognized the need of the Presidént to get advise in certain
domeétic, foreign, and military aréas, particularly as they

relate to national security matters, so in response to that

. heed, Congress enacted a law which established the National

Security Council (NSC). PFive Years later, in 1952, the President

signed a directive which created the National Security Agency; the

functions assigned to it included responsibility for "SHAMROCK".
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PV Y the buotter part of the next two decades, the Bureau

v. ! ‘élg with the newly-created Agency,tbecomiﬁg a

i “4—1 \x‘

;‘ et aevietr between the Agency and the companies for the
e *

:?L.;. o{ picking up cable traffic. Then, for reasons not
¢f mament hele, the Bureau withdrew its participation in the
joegzam tn 1373, and in May of 1975, "“SHAMROCK" was halted
sntirely when the Agency al'so stopped the practice.

uhen N3A first assumed.responsibility for the "SHAMROCK"
spatsticn in 1952, the practice and the procedures had already
bt established for more than a decade. .Those bProcedures
f;rist;cd %SA employees access to all diplomatic Eéésages
»umead by the RCA, ITT, and Western Union offices located
2 Sav York City and Washington, D. C., as well as the RCA
#%i 177 offices in San Francisco. RCA provided NSA employees

sitt diplicates (drop copies) of all international messages,

S3us tequiring Nsa employees to visually screen and select

41 dlplematic messages for microfilming on NSA-owned machines

;-“ﬂ'-d ©n tha RCA premises. Western Union and ITT (starting

$4 ™), wert further, providing NSA agents with a daily

6610%{1*: “f diplomatic messages which had already been
es:ted oy and photographed by company employees on NSA-

Swat
‘*“2” Machines. The investigation also shows that NsA

b B ”""l Hg
4 given access to all perforated paper tape copies of

“‘00\..
‘”"l Massages transmitted by RCA and possibly from ITT.

T - iy,
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:'NSA started to select out other

international messages containing the names of persons on
. _/ ,
what was called the watch lists. ‘______J
Statutes
Though it would seem that the companies, the FBI,
and NSA violated clauses One and three of §605, there
are a number of problems with trying to prosecute anyone
for this activity, including the following possible defenses:
(1) Prior Presidents and Attorneys General had
notice of and, in at least Cne case, appeared

to approve the Operation;

~ {2) Two Secretaries of Dafense had tried to give the
; companies immunity;

(3) clause one of §605 permits companies to disclose
' information "upon demand of lawful authority;" 2

-

-/ This was a list of names maintained by NSA for other
investigative agencies of persons about whom the agencies wanted
investigative information, usually for domestic security

Teasons. This use of this list continued until 1973 when

Attorney General Richardson terminated the practice.

-/ Title III does not apply for the collection method was non-aural
-~ copies of telegrams ang magnetic tapes containing electrieal
impulses. Accord, Smith v. Nunker, 356 p. Supp. 44 (D.cC. Ohio, 1972)

-~/ A few years ago, a United States attorney asked the Department .
What that exemption encom assed, and in reply we said the term
“embraces any state or federal agency authorized by state or

federal law to demand, by subpoena or otherwise, the production of
books, records papers, or other documents, " (Emphasis supplied.
While'the statﬁte speais in terms of a‘"deﬁan ,"pthe requggts to)

he companies here were at most, patriotic pleas plus artin
(footnote continued) ' ¢ Pat: P P p g
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(4) There Wasno divulgence outside the
- Executive Branch, so there was no
divulgence within the meaning of §605;
(5) A use which benefits the Government ig

not the type of "use" contemplated by the
statute;

(6) It is not illegal to "ask" a company to

give out copies of cables. If the
company complies, it may be violating the
statute but the recipient would not; and _
(7)  The putative defendants acted in good faith,
and they lacked the necessary intent to
Prove a violation of the law.
In addition to these problems, there are gz number of
other reasons which militate against prosecution,

First, as is clear from a review of @ evolution of the

President's power (with which the Bureau and the Agency were
familarl was unknown. Ang although by today's standards

the power wasg virtually open ended, " SHAMROCK" would have
fitt.ed quite easily, then within its Parameters, especially
in 1941 when the program started. That, coupleg with the
notice to the Attorne§'General could lead o to believe

he had accepted it under the President's NSES pPower,

_/ (footnote cont’d) '
Promises of protection, Still there is a question whether

the agencies coulg be said to come within the demang part;

moreover, this defense could only be advanced by the companies,
not the Agencies. e e e
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4Se¢chd, it would be singularly unfair to carve out
for prosecution those who carried out the program the last
three years it was in éxistence when they had no reason to
question the legality of a program that had gone on for 30
years. :

Thirg, alﬁhough it is not directly controlling here, the
dirgctive whicﬂ created NSA and gave it certain powers to
collect informqtion expressly provided that because of the
speéial nature Pf their work, prohibitions contained in
"orders, direct%ves, policies. . . of the Executive Branch
relating to the:collection « « « 0f intelligence + < . shall
not be applicabie to [such] activities, unless specifically
80 stated. . . L" Thus, agency employees could very easily
have concluded Lhat if there was a prohibition to the program,
it dia hot apply to them (Throughout all of this, it is also

important to keep in mind that the potential defendants are

all laymen and, as we have seen, the law in this area is

complex.)

Fourth, Congress, by funding this program, undoubtedly
had some understanding of its existence. We"aléo know
that various Presidents and cabinet officers knew of the
Program but did nothing to halt it thereby permitting

agency personnel to believe it had Executive approval.
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Fifth assuming it could be shown that a'President implYedly
authorized the program, and assuming he had the power to do S0,
Section 2511 (3) would'exempt the program from either wiretap
statute coverage. Finally, even if the statute (§605) applies
all of these reasons indicate the poteﬁtial defendants acted in
good faith sufficient to negate the criminal intent.

'For all of these reasons, the task force recommends against
prosecution of power and agency Personnel for operation "SHAMROCK"

As noted earlier, other programs will be discussed briefly.
While each employed different means of sﬁ;veillance, presenting
different problems under §605 and/or §2511, they‘share ﬁany
common defenseé. More important, the basic question involved -~

whether it is just to prosecute individuals for these activities ==

remains the same.
. * * *

NS§ had two other programs that fall within the “Major\\:7
Operation" group =- MINERET and |

MINERET was started in July of 1969, and it formalized
the agency's practice of collecting information for the Secret
Service and the FBI about péople in whom they had an interest.
(e.q9., civil disturbance and national security information).

MINERET gathered intelligence.froﬁ a variety of communication

)

programs involving both aural and non-aural cormunications. Scme
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"of the ipput for this program came from operation "SHAMROCK;:_I
but other than that, the MINERET input came from communications
that had at least one terminal in a foreign country. (The
interceptions occurred both from within and without the
United States.z

! In midf1970,'MINERET was enlarged to include checking to

see if any intelligence concerning marcotic trafficking was

picked up incidenfaily as a by-product of its work. Later, it

included the use of a watch list B

The task force recommends against prosecution for a number

of reasons.
First, the Attorney General decided in 1971 that electronic

surveillance to obtain intelligence concerning potential

domestic violence was within the President's national security
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bower. second, as late as November of 1975 the Attorney

General saggested to the Senate Select Committee that it was
arguable there was no reason for people to expect privacy if
their communications are transmitteg by radio; therefore,

the Fourth Amendment would not apply. '(This conclusion would
include the wiretap Statutes as well.,) fThese Positions nnuld
undoubtedly be asserted as a defense to any prosecution.: In
addition; there is the problem of the TOP SECRET order concerning
NSA mentioned earlier, and which Suggested they were not under
the sameAprohibitions as other members of.the community. On

that point, the Senate Select Committee concludeé in a fecent
report that there were no ex1st1ng statutes which controlleg, .~
llmated or defined the intelligence activities of the N&a;

that no statute or executlve order prohibits Nsa from monitoring
a telephone circuit with one terminal in the Uniteqd States; and
that there is no statute which prohibits the watch list program. ~

So, a8s with “SHAMROCK" an argument could be made that ;

viclated at least one if not both of the

wiretap statutes- however, any prosecution would have to over-

slim, For these reasons, the task force recommends againgt

prosecntion of any agency Personnel for MINERET

/ S. Rep. No. 94~755, gith <ong., 2nd Sess., Book pp. 736,
756, 761 (1976).

+ Ay Trp— B’ 2 o I
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] E The final "major operution® involves a program first

i

named NARCOG.

In October 1969 the President, deeply concerned with a

- bas .,

number of serious Problems arising frop international narcoties
traffie, established the White House Task Force on Heroin
Suppression, ang CIA was directegd by the President to provide
the task force‘with assistance.E;é CIA office of Narcotics
Coordinator was established (ang later reorganized under the

1 ) name of NARCOG) to provideirepresentation of CIA on the

working group, liaison with Other agencies, ang intelligence

reports and studies concerning the Principal areas of task

O W N R R

force concern

-

The information gathered by CIA was obtaineqd Primarily a;_7

and then a review to gee if any by-product of the

NSEs activity involveg drugs. In addition, cra engaged in othe{_j

Overseas interceptions specifically condacted to gather inter-
national narcoties intelligence.
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‘ When overseas CIA 'stations inadvertently acquired

¢ - information concerning the narcotics trafficking activities
of U.S. citizens as the result of electronic surveillance,

the local CIA official would reportedly surrender the

information to his local ‘BNDD counterpart and take steps

to insure that no further collection ¢n the U.S. citizen occurre@Z}
The task fofce believes a prosecution for NARCOG would be

inappropriate in light of the problems which arise bécause of

4 the implied Presidential authorization which caused the activities

tp start. In addition, neither NSA nor CIA conducted any

specific surveillance of American citizens specifically to meet

its responsibility under NARCOG; the only information supplied
was information gathered from intelligence collected for other
purposes, in short, it was by-product 1nformatlon.2:}To

whatever extent CIA wiretapped, 1t was (with one exception

discussed next) done totally outside the country, and it

]
r
R
K

did not involve this Nation's communication system, and
therefore it did not violate the wiretap statutes.)} For these
reasons, the task force recommends against Prosecution.

] ' “Minor Operations® {

ran for a four month periog during 1972-73

during whiqh the CIA intercepted (by radio) certain radio
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telephone communications between this country and Latin —7
America (the surveillance was directed against a foreign
target) for the purposes of gathering narcotics information.

—J

There are, as we discussed earlier, a number of directives

T e et b e cee M e w3t an

The interceptions ocecurred within %=ig country.

authorizing CIA to gather intelligence information angd those,

; i
' oo

coupled with the President's insistence that the agency

coﬁtribute to the maximum extent possible and "mobilize its

full resourcesito fight the international drug trade."

I .
could be construed by some to be tantamount to Presidential

! . -
authorization ﬁnder §2511(3). 1In éddition, it was during this

time that the President considered narcotics control a matter
!

I
of foreign policy. He said it was imperative to halt the

1

flow of drugs; that drugs were a menace to the ‘general welfare

of the country, that the drug fight was one of the most important,

the most urgent national priorities; and that keeping drugs

out of the country was as important as keeping the enemy from

entering,

MR 1T (J's'\.'ﬂf"

Congress has also recognized the need for such intelligence

R IO

and the general propriety of utilizing CIA and NsA to obtain it,
at least to the extent it provided for the funding of such

g programs and received reports of the results, e.g., budget

[Py

regqguests.

s o
L]
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i While these factors do not bar a prosecution as such,
g they do act to cloud the issue considerably so the chances of a
4
; -
i conviction are considerably slim,
%
{
1 -
K
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conducted pursuant to the agency's guidelines ang approved by

A

L S e Zaa i s o

L
.y

its general counsel. For these r'easons, the agency personnel

S
-

could be sa2id to have acted in good faith which, if true, woulg

b

ity

tend to frustrate any chance of proving the requisite criminal

)

intent. -

SWVT (o W

Accordingly, the tas) force recommends against Prosecution,
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The chance of a successful Prosecution_are not very good
for an importént element, criminal intent, would be difficult

to prove, and there are serious questions whether the

temporary—interceptioh—and-destruction practice would satisfy

the "divulgence" or "use" elements of 605,

For all of these reasons the task force recommends
against prosecution for these testihg practices. ,

coNcruszon

This report quitg obviously did not focus on the particulars
upon which affirmative prosecutive decisions may be made in
specific cases. Rather, it attempted to provide the important
legal and factual detail one should consider in determlnlng
whether inquiry into any specific activities should be
terminated for lack of prosecutive potential or whether
further investigation should be pursued, e.g., by grand
jury. -'

The task forece recommends that all further inquiry be
terminated, for there appears to be little llkellhood if any,
that conv1ctlons could be obtained on the basis of currently

avallable evidence or evidence which might reasonably be

developed.
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The irvestigation has not revealed for . instance a single
case iﬁ!whicﬁvintelligence obtained by means of electronic
sur?eillance was gatheredca used for personal or partisan
political purposes. fhe participants in every questionable
operation, however oblivious or unmindful, appear to have
acted under at least some colorable semblance of authority~
in what they conscientiously deemed to be the best interests
of the United States. While they may be regarded from our
current perspective as having abused their broad discretionary
bower on occasion, that ill-defined power was conferred upon
them and their agencies with a bevy of sweepiné—gfesidential
claims of power, Executive orders and directives,
legislation and (e.g., the National Security Act) and ; number of
NSCIDs. If the intelligence agencies PoOssessed too‘much
discretionary authority with toé little accountability, that
would seem to be a 35-year failigg of Presidents and the
Congress rather than the agencies or their personnel."

In addition to all of these problems,'thére is the
specter, in the event of any prosecution, that there is
likely to be much "buck~passing” from subordinate to superior,
agency to agency, agency to board or committee, board or

committee to the President, and from thelliving to the dead.




Security Counecil Intelligence Directive (NsC1Ds). Since the

President hag the only fvcteﬁhop the Council, itg NSCIDs are

e e e s e e ettt ——

- .deemed by both CIA and NSA to bear his imprimatyr,
- “ coo ) e T T
The NscID Primarily applicable to CIa, NSCID‘Q, directs
the DCI to establish'comprehensive national intelligence
objectives generally applicable to foreign Countries, to

Coordinate a1g foreign intelligence activities, to see

1971, nemerandum freop President Nixon, the objective of which

and to brovide more efficient use of resources by these agencies

in collecting intelligence. In 1974, President Forg Teaffirmeq
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STy tome o REP=STCTET - COMINT MATERTAL ATTACHED
JULY 1973 EDITION

Robert-I. Keuvch .
Deputy Assistant Attorney General .DATE' March 4, 1977
Criminal Division

George W. Calhoun

-Chief, Special Litigation

Prosecutive Summary

Attached hereto is a copy of a draft of the
prosecutive summary. (Corrections are being made).

As you will see, it contains some detailed information

which might otherwise be unnecessary, but because
Mr. Civiletti does not have a background in this area,

the report has been expanded to fill him in ang give him
a perspective.

It goes without saying you should make any changes you
wish, and if it is not acceptable at all, let me know.
Also, if you need the underlying report let me know.
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Buy U;.S‘ - Savings Bonds Regularly on the Payrsll Savings Plan
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and comélexities of providing discovery of national security

materials (e.g., NSc, prias, DOD, and white Houée documents

and record), as well as sensitive foreign intelligence.

gathering methodology ang technology to any potential defendant
and to the public (as the result of any trial). These consider-

ations ~ become particularly acute when weighed against the

Rather.than to look to pPossible prosecutions to provide
any remedial help, the bettef_remedy might be to seek and to
undertake administrative revision of policies ang brograms.
These could include the following.proposals:

1. Governmental agencies charged with the research
d

tain international criminal activitiesg ag matters
affecting the national security (e.qg., international
narcotics trafficking, gun-running, ete.) for

purposes of foreign intelligence—gathering. i )
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National security~intelligence agencies should
“be authorized to provide appropriate U.S. law
enforcement agencies with crimina; intelligence
incidentally obtained in the exXercise of their
lawful functions, including information indicating
crimina}l activity:on the part orf U.S. citizens,

fic procedures brescribed for the lawful
exercise of that authority, IR

The 0ff+ce of General Counsel for each intelligence
agency should be staffed with one or more attorneys

With expertise in electronic surveillance law ang

Federal criminaj law ang bProcedure

t * *

recommendations of the task force set forth above

BENJAMIN R, CIVILETT;mﬂf
Assistant Attorney Gehara)
Criminal pivision -
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